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SCED Decision Tree

SaaS

Department SaaS

GC Users

A2 - Access from GC 
network

B2 - Access from 
External network 

(e.g. Internet)

Non-GC Users

C2 - Access from 
External network 

(e.g. Internet)

Application/API

D4 - Non-GC service 
to cloud-based GC 
service for Dept. 
SaaS Application

GC-wide SaaS

GC Users

A3 - Access from GC 
network

B3 - Access from 
External network 

(e.g. Internet)

Non-GC Users

C3 - Access from 
External network 

(e.g. Internet)

Application/API

D5 - Non-GC service 
to cloud-based GC 

service for GC-wide 
SaaS Application 

IaaS/PaaS

No 
Interconnection
(no persistent 
connection)

GC Users

A1 – Access from GC 
network

B1 - Access from 
External network 
(e.g. Internet) 2

Non-GC Users

C1 - Access from 
External network 
(e.g. Internet) 2

Application/API

D1 - Cloud-based 
service to cloud-

based GC service, 
same CSP

D2 - Cloud-based GC 
service to cloud-

based GC service, 
different CSPs

D3 - Non-GC service 
to cloud-based GC 

service for IaaS/PaaS
(GC-CAP only for 

IaaS)

On-premise 
Interconnection 

(persistent direct 
connection) 1

GC Users

A4 - Access from GC 
network (restricted 

to GC only)

A5 – Access from GC 
network (outbound 

Internet access 
enabled)

B4 - Access from 
External network 
(e.g. Internet) 2

Non-GC Users

C4 - Access from 
External network 

(e.g. Internet)

Application/API

D6 – Non-GC service 
to cloud-based GC 

service 

Legend

GC-CASB GC-CAP GC-TIP
GC-TIP

+
GC-CAP

SC2G not
required  for 

use case

SCED: Secure Cloud Enablement and Defence
GC-CASB: Government of Canada Cloud Access Security Broker
GC-CAP: Government of Canada Cloud Access Point
GC-TIP: Government of Canada Trusted Interconnection Point


